**Методические рекомендации по приобретению первоначального**

**практического опыта в рамках учебной практики по**

**пМ.1 Программно-аппаратные и технические средства ЗАЩИТЫ ИНФОРМАЦИИ**

**Целью** учебной практики в рамках профессионального модуля ПМ.1 *Программно-аппаратные и технические средства защиты информации* является приобретение первоначального практического опыта:

ПО1. Участия в эксплуатации систем и средств защиты информации защищаемых объектов.

ПО2. Применения технических средств защиты информации.

ПО3. Ведения текущей работы исполнителей с конфиденциальной информацией.

ПО4. Выявления возможных угроз информационной безопасности объектов защиты.

## Виды работ, выполняемые в период практики, и методические рекомендации по их выполнению

|  |  |  |  |
| --- | --- | --- | --- |
| **Виды работ** | **Задание** | **Методические указания по выполнению задания** | **Коды формируемых результатов** |
| Выявление технических каналов утечки информации и выбор способов их защиты на примерах организаций | Определить ТКУИ на примерах виртуальных организаций | При выявлении ТКУИ провести их классификацию | ПО 1, ПО 2  ОК 1, ОК 2,  ПК 3.4 |
| Выявление возможных угроз информационной безопасности объекта защиты | Описать угрозы информационной безопасности организации на примерах виртуальных организаций | При перечислении угроз провести их классификацию | ПО3, ПО4  ПК1.1, ПК1.2 |
| Установка и настройка программно-аппаратных средств защиты информации | Установить, настроить и предложить план регламентных работ программно-аппаратных средств защиты информации | При установке биометрического оборудования, необходимо производить откат ОС к прежним параметрам |  |
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